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Legal Notice

The information in this publication is furnished for information use only, and does not
constitute a commitment from Netwrix Corporation of any features or functions, as this
publication may describe features or functionality not applicable to the product release or
version you are using. Netwrix makes no representations or warranties about the Software
beyond what is provided in the License Agreement. Netwrix Corporation assumes no
responsibility or liability for the accuracy of the information presented, which is subject to
change without notice. If you believe there is an error in this publication, please report it to us
in writing.

Netwrix is a registered trademark of Netwrix Corporation. The Netwrix logo and all other
Netwrix product or service names and slogans are registered trademarks or trademarks of
Netwrix Corporation. Microsoft, Active Directory, Exchange, Exchange Online, Office 365,
SharePoint, SQL Server, Windows, and Windows Server are either registered trademarks or
trademarks of Microsoft Corporation in the United States and/or other countries. All other
trademarks and registered trademarks are property of their respective owners.

Disclaimers

This document may contain information regarding the use and installation of non-Netwrix
products. Please note that this information is provided as a courtesy to assist you. While
Netwrix tries to ensure that this information accurately reflects the information provided by the
supplier, please refer to the materials provided with any non-Netwrix product and contact the
supplier for confirmation. Netwrix Corporation assumes no responsibility or liability for
incorrect or incomplete information provided about non-Netwrix products.
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What's New
The following information highlights the new and enhanced features introduced in this Netwrix
Auditor 10.6 version.

New Features
• Improved risk assessment, searching and alerting capabilities for sensitive data —• 

Through integration with Netwrix Data Classification, Netwrix Auditor offers additional
enhancements to data security. You can now identify sensitive data shared with everyone
and through direct access in Risk Assessment, as well as search for activities around
sensitive data on Dell Unity and receive alerts on such activities.

• Add-on Store inside Netwrix Auditor — The Add-on Store is your one-stop shop for• 
integrating Netwrix Auditor with your IT ecosystem. Now, you do not need to leave Auditor
to get free, pre-built add-ons for SIEM systems, ITSM tools, cloud services, and more.

• Reporting on Azure AD group membership — Two new reports empower you to easily• 
review the membership of privileged groups in Azure AD, either on demand or via
subscription. One report lists all your Azure AD groups with their type, description and
members; the other lists all the groups that a given user account is a member of.

Major Enhancements
• Cisco Meraki devices can now be monitored in the environments where MFA is required• 

thanks to the new API connection mode.

• The Access Reviews module now supports DFS and non-Windows file shares: Dell Unity,• 
NetApp, Nutanix Files, Qumulo, and Synology.

• To speed investigations, details about the actions that triggered an alert are available right• 
from the Alert dashboard.

• The rearrangeable tiles on the Home Screen are now resizable as well.• 

• You get detailed recommendations on how to use Netwrix Auditor based on your• 
configuration and action history.
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• You can filter the “Overexposed data in Teams” report based on data sensitivity.• 

• You see the names of accounts that were added to or removed from Exchange Online• 
distribution lists.

• Identification of MFA requirement for Azure AD logons is now more accurate.• 

• Netwrix Auditor now supports Oracle 21c, Pulse Secure 9.1R3, Cisco OS FTD 6.5, Qumulo• 
Core 4 and 5, Dell Unity 5.2, NetApp up to 9.12, Dell Isilon up to 9.4, VMware vCenter up to
8.0.

• Numerous additional enhancements have been made to improve administration,• 
performance and security.

Update: .NET Framework Version Required

.NET Framework 4.8+ is required for Netwrix Auditor v10.6+.

Bug Fix List
See the Netwrix Auditor v10.6 Bug Fix List PDF for a list of bugs fixed in this version.
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https://helpcenter.netwrix.com/bundle/Auditor_10.6_ReleaseNotes/resource/Netwrix_Auditor_10.6_BugFixList.pdf
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